Development of an application to anonymize data to be shared in the cloud
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ABSTRACT
A design of an interface is proposed to be developed as a lightweight application that allows the use of different algorithms to anonymize proposed by various authors, the application focuses on adapting data from distributed applications that must interact using the JSON lightweight Data Interchange Format. The user interaction is minimized for the anonymization process, an interface is provided to facilitate the selection process of the anonymization algorithms that users choose.
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1 INTRODUCTION
With the boom that the Internet and the Internet of things have had, thousands or even millions of data provided daily by ourselves are created, this massive data is called Big Data, which according to the
Bioethics and Law Observatory of the University of Barcelona (2015), is the processing of large volumes of information in order to establish correlations between them, predict trends and make decisions. If used responsibly, this data can be a powerful asset. It is clear that smart applications in general are a great boost to innovation in areas such as health, inclusion, environment and business (Kroes, N., 2010), all this thanks to Internet-enabled services, which contribute to the development. However, the central point of this research is to protect the sensitive information contained within large amounts of information, since these have generated a security alert, implying a challenge to secure and protect them.

In this work, some strategies are proposed to respect privacy options through an architecture that meets current protection expectations. Unfortunately, as explained in the article by Ramonet (2016), large corporations such as Google and Facebook obtain information from all over the world on a daily basis, the question is how aware are we of what we share. The security of personal data must be guaranteed, protecting it against attacks, treatment or unauthorized use, loss and destruction of data, however, the term security applied in real life is a complex concept.

2 METHOD DESCRIPTION

According to the Spanish Data Agency (2016), anonymization is a technique that is responsible for minimizing the risks of re-identification of anonymized data, that is, that the origin of that information cannot be obtained, allowing publication without violating the protection rights of individuals and organizations. These anonymization techniques must be approached from the concept of data protection and various principles have been designed for this purpose that must be applied in the anonymization processes.

Figure 1 shows the common components that are implemented in anonymization algorithms regardless of their nature.

![Figure 1 Common Components in Anonymization Algorithms](Bild, Kuhn and Prasser, 2018).
3 PROBLEMATIC

Assuming having sensitive and personally identifiable information from different users, as shown in Table 1, and that it is going to be published for survey analysis, it is necessary to consider that, as Greenleaf (2017) explains, there are global laws on data and personal privacy, so the identification of who are the owners of that information must be avoided, for which, what is required is to eliminate the information that allows personal identification as shown in Table 2.

<table>
<thead>
<tr>
<th>Table 1 Example of a Table with sensitive information</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>Id</strong></td>
</tr>
<tr>
<td>--------</td>
</tr>
<tr>
<td>47677</td>
</tr>
<tr>
<td>47906</td>
</tr>
<tr>
<td>47677</td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>Table 2 Example of a table with removal of sensitive information</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>Id</strong></td>
</tr>
<tr>
<td>--------</td>
</tr>
<tr>
<td>47677</td>
</tr>
<tr>
<td>47906</td>
</tr>
<tr>
<td>47677</td>
</tr>
</tbody>
</table>

This means that if these data are subjected to an analysis, they should not differ from the information that could be obtained. In the anonymization process, the direct or indirect identification chain must be broken.

However, as Anderson (2009) explains, with only three information parameters such as age, sex and postal code, a person can be identified, resulting in 87% of the population being identified with these parameters, which means that doing only the process shown in Table 2 may be insufficient to achieve information privacy. For this reason, it is essential to apply this type of techniques in areas where the flow of information is provided by a very large group of users who continuously enter sensitive data.
4 METHODOLOGY

The proposal regarding this process is that the anonymization be carried out on JSON-type data, a format that is widely used for data exchange on the Internet. A collection of JSON files, as shown in Figure 2, is a set of documents, in which each document has different fields or attributes that can be in a different order.

As can be seen in Table 3, a collection in JSON files can contain different documents, these in turn can have a non-standardized number of attributes, for example, in the case of Document 1 shown in Figure 2, it can be seen which is made up of 4 attributes and Document 2 by 6 attributes.

As can be seen in Figure 3, in the first column (Element 1) is the data source section, in this module the elements that provide information from sensors, networks and users are involved. After that, the second column is made up of a collection of files with JSON type format (Element 2), which have inside data composed of the owner of the information, which, as mentioned at the beginning of this article, contains fields with sensitive information.
In order for the information to be processed, this proposal proposes using a platform with a graphical interface (Element 3) where users can know all the attributes that make up the JSON file to be anonymized. The fourth column (Element 4) allows you to select the attributes to anonymize and the desired anonymization algorithms. Due to the complexity of selecting the appropriate data and anonymization algorithms, this work has been left to be carried out by human experts, since it is currently very complex to be able to automatically anonymize the information, since there may be omission or loss of relevant information.

Once the fields to be anonymized have been selected, the respective algorithms (Element 5) of the fifth column must be executed to transform the sensitive data into anonymized information, then the modified fields will be displayed avoiding the identification of the owner of the information (Element 6) to be uploaded to the cloud (Element 7).

**Elements Involved**
1. Origin of data
2. Information stored in JSON format.
3. User Interaction.
4. Use of the proposed tool.
6. Result Obtained.
7. Transfer to Cloud.

**5 FUNCTIONAL DESCRIPTION OF ALGORITHMS**

The proposal focuses on the development being able to distinguish the attributes that are not repeated, and display them to the user so that he/she can decide which procedure to execute in each case. To exemplify the above, Table 4 shows how the unique attributes are selected.
Next, the type of treatment to be given to the data must be specified and the anonymization algorithms that the user considers relevant must be selected based on the type of data that each attribute has, these may be Numerical or Nominal, in case of choosing to anonymize those data will select which algorithm should be executed depending on the type of attribute of the data. Table 5 shows the treatment that can be given to numerical attributes and Table 6 shows the treatment of nominal values. The anonymization algorithms respond to the needs described in the Guidelines for the Anonymization of Microdata (2014).

**Table 5 Anonymization Algorithms for Numerical Values**

<table>
<thead>
<tr>
<th>Algorithm</th>
<th>Description</th>
<th>Example</th>
<th>Explication</th>
</tr>
</thead>
<tbody>
<tr>
<td>Numeric_1</td>
<td>Put zero in a fraction of the number</td>
<td>1675 (\rightarrow) 1000</td>
<td>The last two numbers to zeros</td>
</tr>
<tr>
<td>Numeric_2</td>
<td>Generalize the number using range</td>
<td>1675 (\rightarrow) [900 1100]</td>
<td>The value is understood to lie between the two given numbers</td>
</tr>
<tr>
<td>Numeric_3</td>
<td>Approximate the number using comparison symbols ((\geq), (&lt;))</td>
<td>1675 (\rightarrow) (\geq) 856 (&lt;) 1150</td>
<td>It is understood that the number is greater than 850 and less than 1150</td>
</tr>
<tr>
<td>Numeric_4</td>
<td>Replace a fraction of the number with asterisks (*)</td>
<td>1675 (\rightarrow) 10**</td>
<td>In this case the last two numbers are replaced with asterisks</td>
</tr>
</tbody>
</table>

**Table 6 Anonymization Algorithms for Nominal Values**

<table>
<thead>
<tr>
<th>Algorithm</th>
<th>Description</th>
<th>Example</th>
<th>Explication</th>
</tr>
</thead>
<tbody>
<tr>
<td>Nominal_1</td>
<td>Transpose test by defining the number of characters</td>
<td>Juan Perez (\rightarrow) Juan P</td>
<td>The last four letters of the test were removed</td>
</tr>
<tr>
<td>Nominal_2</td>
<td>Concatenate the uppercase</td>
<td>Juan Luis Hernandez Lopez (\rightarrow) JLUHL</td>
<td>Only the initials remain</td>
</tr>
<tr>
<td>Nominal_3</td>
<td>Put the first letter of each word</td>
<td>Calle Asuncion de la Cruz (\rightarrow) CADC</td>
<td>Only the first letters of each word are considered</td>
</tr>
<tr>
<td>Nominal_4</td>
<td>Replace the test with another defined</td>
<td>Calle Porfirio Diaz (\rightarrow) Restringido</td>
<td>The Accentrado word is selected to be the word to be replaced in the test</td>
</tr>
<tr>
<td>Nominal_5</td>
<td>Extract vowels</td>
<td>Calle Porfirio Diaz (\rightarrow) Ac odio la</td>
<td>Only vowels are preserved in the test</td>
</tr>
</tbody>
</table>
6 FINAL COMMENTS

An example of the result obtained during the expected anonymization process is shown in Figure 4.

Figure 4 JSON before and after anonymization

7 CONCLUSIONS

Through this work, we have sought to introduce some anonymization algorithms that have been developed in the area, which allow the production of anonymous data that are resilient against re-identification and with privacy guarantees, and that also retains its usefulness for use in different contexts.

A seven-step approach has been presented to acquire data, anonymize it and publish it in the cloud with the guarantee of respecting the privacy of the data source.

Currently, the automation of the process using the Python language is being completed, the anonymization algorithms have been developed, and only one of the algorithms mentioned in the numerical and nominal data types remains to be implemented. The times obtained for anonymization by selecting various algorithms have been satisfactory since for small files of 500 records, 0.078 sec. has been required, for medium files of 10,000 records 1.8 sec. and for large 100,000 records 14.48 sec.
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